***Nový trik podvodníků cílí na přístup k vašemu bankovnictví!***

***Podvodníci rozesílají výzvy k zaplacení pokuty***

*Podvodníci se neustále snaží přicházet s novými triky, pomocí kterých se snaží získat přístupové údaje do internetového bankovnictví a neoprávněně se tak dostat k penězům. V posledních dnech jsme zaznamenali nárůst SMS nebo telefonátů, ve kterých se volající představí jako policista nebo úředník správního orgánu a sděluje, že se volaný dopustil dopravního přestupku a musí zaplatit pokutu pomocí zaslaného odkazu. Po kliknutí na odkaz, který často nese v názvu slova jako „konto řidiče,“ „bodové konto“ se objeví výzva k uhrazení údajné pokuty a přihlášení do internetového bankovnictví.****Jedná se o falešné stránky vytvořené podvodníky!****Ti v řadě případů přesvědčí uživatele, aby si nainstaloval další aplikaci do svého telefonu kvůli údajnému zvýšení bezpečnosti. Následuje autorizace platby (často i několik s tím, že platba neproběhla), kterou lidí často bohužel potvrdí a poskytnou tak podvodníkům přístupové údaje do svého internetového bankovnictví, odkud následně neoprávněně zadávají další platby, v řádech deseti tisíců korun.****Policisté zdůrazňují, že nikdy výzvy k zaplacení pokuty za přestupek nerozesílají*** *SMS* ***zprávami ani přestupce nekontaktují telefonicky s výzvou k úhradě!****Buďte obezřetní a neprodleně ukončete telefonát z neznámého čísla s podobným scénářem! Neklikejte na zprávy s výzvami k zaplacení, přesměrovaly by vás na falešné stránky podvodníků, pomocí kterých by mohli získat přihlašovací údaje k vašemu internetovému bankovnictví.*

*Zaznamenali jsme i případy, kdy lidé v roztržitosti zaplatili údajnou pokutu za přestupek v dopravě, i když sami nejsou provozovateli vozidla a dokonce ani držiteli řidičského oprávnění. Podvodníci tímto způsobem kontaktovali i invalidního muže upoutaného na lůžko s tím, že měl jet na červenou a musí zaplatit pokutu. Ten si naštěstí vše ověřil přímo u policie a odkaz zaslaný v SMS neotevřel.  
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